Organized crime threat assessment variables:

     l.  
Use of force.  Are they willing to use force, and if so how much?

    2. 
Probability of product seizure.  This is the covertness factor.  How good are they at hiding their products?

    3. 
Links and level of cooperation between them and other organized crime groups with the city, state, nation, world.  The greater the inter-connectivity factor, the greater the threat.

    4. 
Level of legitimate business infiltration.  The legitimacy factor makes it easier for them to hide assets and to intimidate legitimate businesses.

    5. 
Level of infiltration into city, state, national, and international governments.  The greater the government infiltration factor, the greater the threat.

    6. 
Size of the organization.  Generally the larger the organization, the greater the threat, though at times, large size can be a weakness because law enforcement can more easily infiltrate a large organization than a small, tight-knit one. 

    7. 
Product diversity.  The greater the diversity, the greater the threat.  Product diversity brings a greater sense of elasticity and resilience to any organization.  Organizations can more easily adapt to market changes (and law enforcement crack downs) if it has a wide variety of products (with established suppliers and supply lines) to draw upon.  This way, if one market is shut down, the organization does not collapse but simply shifts to another commodity/another product.  Product diversity is a sign of a mature organized crime entity.

8.
Law enforcement’s infiltration potential.  Criminal organizations that can be easily infiltrated by law enforcement obviously present a smaller risk than those that cannot be infiltrated (ie., the Triad entities in particular).  

9.
Vitality of the omerta factor.  The easier it is turn “turn” members of the criminal organization, the less the threat.
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